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I. DADOS DO PROCESSO

1.1 Processo administrativo SEI n° 0006368-08.2025.6.25.8000

1.2 Objeto: Contratacdo de Plataforma de Gestdo do Ciclo de Vida de Desenvolvimento de
Software (DevOps/ALM — Application Lifecycle Management).




1.3 Unidade(s) Demandante(s) (se houver): Coordenadoria de Sistemas Corporativos

(COSIS)

1.4 Unidade Solicitante

Responsavel titular - Jeirlan Correia Palmeira ou susbtituta(o)
automatica(o)/designada(o).

Unidade: COSIS/STI

1.5 Unidade Técnica (se houver)

1.6 Equipe de Planejamento da Contratagao (se houver)

Integrante Demandante: Unidade:
Titular - Fernando de Souza Lima NAC/STI
Substituto - Martha Coutinho de Faria Alves NAI/STI
) Unidade:

Integrante Técnico (se houver):

SESEL/STI
Titular - Diego Medeiros Vilar Oliveira

COSIS/STI
Substituto - Jeirlan Correia Palmeira
Integrante Administrativo (se houver): Unidade:
Titular - Ricardo Loeser de Carvalho Filho ASPLAN/SAO
Substituto - Valéria Maria dos Santos ASPLAN/SAO
1.7 Responsavel pela Aprovagao do Estudo Preliminar:
Nom €: Rubens . Lisbéa  Maciel Filho ou susbtituta(o) Unidade: DG
automatica(o)/designada(o).
1.8 Fiscais Previamente Indicados (opcional):
Fiscal Técnico: Unidade:
Titular - Fernando de Souza Lima NAC/STI
Substituto - Cosme Rodrigues de Souza COINF/STI
Fiscal Administrativo: Unidade:
Titular - Ricardo Loeser de Carvalho Filho ASPLAN/SAO
Substituto - Valéria Maria dos Santos ASPLAN/SAO

Fiscal Setorial: Nao se aplica.

Unidade: Nao se aplica.




Gestao da Contratacéo: Unidade:

Titular - Fernando de Souza Lima NAC/STI
Substituto - Cosme Rodrigues de Souza COINF/STI
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1. CAPITULO 1: ANALISE DE VIABILIDADE DA CONTRATAGAO
1.1 CONTEXTUALIZAGAO

1.1.1.1 O TRE-SE utiliza atualmente o GitLab, em sua versao gratuita, como plataforma
principal para a gestdo do desenvolvimento de software. A ferramenta é amplamente
reconhecida no mercado por integrar, em um unico ambiente, funcionalidades de controle de
versdes, gestao de projetos, automacao de processos, integracado e entrega continua (CI/CD),
além de recursos essenciais do ciclo de vida do desenvolvimento.

1.1.2 Justificativa da Adog¢ao Inicial

1.1.2.1 A escolha pela plataforma ocorreu porque, a época, nenhuma outra solugao disponivel
no mercado apresentava maturidade ou alinhamentos técnicas suficientes para atender as
necessidades institucionais do TRE-SE. As alternativas existentes eram incipientes ou nao
contemplavam plenamente os requisitos demandados pelo Tribunal.

1.1.2.2 Durante o processo de avaliagdo inicial, em 2018, foram analisados fatores
determinantes, tais como:

e Maturidade tecnocientifica da solugao;

e Custos indiretos de adaptagao e eventual migragao;

e Limitagdes de suporte e conformidade das alternativas concorrentes;

e Aderéncia da plataforma aos fluxos de trabalho ja consolidados.
1.1.2.3 Esses elementos reforcaram a escolha do GitLab como solugéo-base, que se consolidou

como a espinha dorsal dos processos internos, fundamentada em padrées abertos e
plenamente integrada as rotinas de desenvolvimento.

1.1.3 Evolucéo das Necessidades Institucionais

1.1.3.1 Com o decorrer dos anos, as demandas do Tribunal tornaram-se mais complexas,



exigindo funcionalidades avangadas que ndao estao presentes na edigcao gratuita da
ferramenta. Entre os recursos necessarios destacam-se:

¢ Funcionalidades aprimoradas de seguranga;

¢ Mecanismos de governanga corporativa;

¢ Auditoria e trilhas de conformidade;

e Recursos de escalabilidade;

¢ Monitoramento avancgado;

¢ Automacgdes criticas de processos.

1.1.3.2 Tais capacidades sao indispensaveis para a continuidade e maturidade do ciclo de
desenvolvimento em um ambiente institucional complexo.

1.1.4 Necessidade de Evolugao da Solugcao

1.1.4.1 Considerando o aumento da complexidade operacional e a necessidade de aderéncia
as praticas avangadas de governancga de TI, torna-se imprescindivel buscar uma solugéo que
atenda plenamente aos requisitos institucionais.

1.1.4.2 A adogao de uma plataforma mais completa representa:

e Uma evolugao natural da capacidade institucional;

e Alinhamento as normas e melhores praticas de governancga;

e Preservacgao dos investimentos realizados em processos, infraestrutura e capacitagao;
¢ Reducao dos riscos de dependéncia tecnologica critica;

e Fortalecimento da seguranca, da continuidade operacional e da transparéncia.

1.1.5 Consideragdes finais

1.1.5.1 A adogao de uma solugao mais completa representa uma evolugao natural e alinhada as
normas e as melhores praticas de governanga, preservando a soberania tecnoldgica e
garantindo a protecao dos investimentos realizados em processos € infraestrutura. Essa medida
contribui para a mitigacdo de riscos relevantes e fortalece a continuidade operacional, a
transparéncia e a segurancga institucional.

1.2 IDENTIFICACAO DA DEMANDA NO PLANO DE CONTRATAGOES DE STIC

1.2.1 A presente demanda esta registrada no Plano de Contratacdes de Solugcdes de Tecnologia
da Informagédo e Comunicagdo (STIC) do TRE/SE, vinculada a Ac¢ao Orgamentaria
33.90.40.06.0006 — Locacao de Softwares, sob responsabilidade da unidade demandante
STI/COSIS, conforme anexo | - versao 2 (doc. 1744404) da Portaria n° 4, de 9 de dezembro de
2024, que dispde sobre a aprovagao do plano de Contratagdes Anual para o exercicio de 2025.

1.2.2 ALINHAMENTO DA SOLUGAO

ALINHAMENTO AOS PLANOS ESTRATEGICOS

ID Objetivos Estratégicos

OE-8 | Entregar solugdes de TIC que satisfagam as necessidades a um custo aceitavel.

Tabela 1 — Alinhamento aos Objetivos Estratégicos. Fonte: Anexo da Portaria Normativa TRE-SE




n® 22/2025 (1667427).

ALINHAMENTO AO PDTIC - 2025-2026

Justica Eleitoral de Secretaria de Tecnologia da

ID ENTIC-JUD caxe 5 >gia ¢
Sergipe Informagao e Comunicagao

Promover Servigos de Agilidade e Entreggr solugdes de TIC

OE- - i que satisfagam
Infraestrutura e Solugdes Produtividade na :
8 : ~ . as necessidades, a um custo
Corporativas Prestacao Jurisdicional aceitavel

Tabela 2 — Alinhamento ao Plano Diretor de TIC. Fonte: Anexo da Portaria Normativa TRE-SE n°
22/2025 (1667427).

1.3 CARACTERIZACAO DA DEMANDA

1.3.1 DEFINICAO E ESPECIFICACAO DAS NECESSIDADES

1.3.1.1 Permitir que multiplas equipes trabalhem de forma integrada e simultdnea, sem
restricbes de acesso;

1.3.1.2 Possibilitar automagao completa de testes, builds e deploys, garantindo eficiéncia e
confiabilidade;

1.3.1.3 Assegurar controle de permissdes, auditoria, histérico de alteragcbes e conformidade
com normas de governanga de TI,

1.3.1.4 Oferecer dashboards, relatorios e funcionalidades de monitoramento que permitam
transparéncia e controle efetivo sobre todas as fases do desenvolvimento.

1.3.2 DEFINICAO E ESPECIFICACAO DE REQUISITOS

1.3.3 REQUISITOS FUNCIONAIS

1.3.3.1 Requisitos de arquitetura tecnoldgica (configuragéo)
1.3.3.1.1 Os requisitos estao dispostos no anexo “Especificagdes Técnicas”.

1.3.3.2 Requisitos de capacitagao
1.3.3.2.1 N&o serao exigidos requisitos de capacitagao para a presente contratagéo.

1.3.3.3 Requisitos de manutengao

1.3.3.3.1 A solugédo a ser contratada devera atender aos seguintes requisitos de manutengao,
de modo a garantir a continuidade operacional, a confiabilidade e a seguranga dos servigos:

a) Atualizagoes e Corregoes: Disponibilizagdo continua de atualizagdes corretivas, evolutivas
e de seguranga, sem impacto na integridade dos dados ou indisponibilidade prolongada da
solucgao;

b) Alta Disponibilidade: Garantia de disponibilidade minima, com mecanismos de redundancia
e recuperacao em caso de falhas;




c) Escalabilidade e Sustentagao: Capacidade de manutencdo da solugao de forma escalavel,
permitindo ampliacdo de usuarios, projetos e integragdes sem comprometer o desempenho;

d) Monitoramento e Relatérios: Disponibilizacdo de ferramentas de monitoramento de
desempenho e geracdo de relatorios técnicos de funcionamento, atualizagbes aplicadas e
incidentes registrados;

e) Continuidade Operacional: Procedimentos documentados de contingéncia e recuperagao
de desastres, garantindo a retomada das atividades em prazos adequados em caso de falha
critica;

f) Compatibilidade e Integragao: Manutengdo da compatibilidade com sistemas operacionais,
navegadores e ferramentas de integragcao mais utilizados, evitando obsolescéncia precoce.

1.3.3.4 Requisitos de projeto e de implementacao

1.3.3.4.1 Nao serédo exigidos requisitos de projeto e implementagcdo para a presente
contratacio.

1.3.3.5 Requisitos de implantacao

1.3.3.5.1 Nao serao exigidos requisitos de implantagao para a presente contratagao.

1.3.3.6 Requisitos de experiéncia profissional

1.3.3.6.1 Nao serao exigidos requisitos de experiencia profissional para a presente contratagao.

1.3.3.7 Requisitos de formacao da equipe

1.3.3.7.1 Nao serao exigidos requisitos de formacao da equipe para a presente contratacao.

1.3.3.8 Requisitos temporais

1.3.3.8.1 O prazo de entrega é de 15 (quinze) dias, contados da assinatura do Contrato ou
do recebimento da Nota de Empenho, conforme o caso.

1.3.3.8.1.1 A(O) CONTRATADA(O) deve estar atenta aos demais prazos estabelecidos nos
instrumentos da contratacao.

1.3.3.9 Requisitos de seguranca e privacidade

1.3.3.9.1 A(O) CONTRATADA(O) devera manter sigilo acerca de informag¢des do ambiente do
CONTRATANTE que eventualmente venha a ter acesso em decorréncia da execugédo da
contratacdo, sob pena de responsabilidade civel, penal e administrativa:

a) Sobre todas as informagdes relativas a prestagdo dos servigos, incluindo documentagéo,
procedimentos, configuragbes de equipamentos, softwares, politicas e quaisquer informagdes
obtidas pela(o) CONTRATADA(O) em fungao da prestagdo dos servigos;

b) Sobre a politica de seguranga adotada pelo CONTRATANTE e as configuragdes de
hardware e de softwares decorrentes;

c) Sobre o processo de instalacdo, configuragcdo e customizagbes de produtos, ferramentas e
equipamentos;

d) Sobre o processo de implementagédo, no ambiente do CONTRATANTE, dos mecanismos de
criptografia e de autenticagao.



1.3.3.9.2 A(O) CONTRATADA(O) néo podera efetuar, sob qualquer pretexto, a transferéncia de
qualquer responsabilidade que lhe compete para outras entidades, sejam fabricantes,
técnica(o)s, subempreiteira(o)s etc, sem a anuéncia expressa do CONTRATANTE.

1.3.3.9.3 A(O) CONTRATADA(O) devera, ainda, submeter suas(seus) profissionais aos
regulamentos de seguranga e disciplina instituidos pelo CONTRATANTE, durante o tempo de
permanéncia nas suas dependéncias.

1.3.3.10 Requisitos sociais, ambientais e culturais
1.3.3.10.1 Requisitos sociais

a) Os prestadores de servigo que acessarem a infraestrutura devem seguir normas de conduta
e confidencialidade, evitando uso indevido de informacdes.

1.3.3.10.2 Requisitos ambientas
a) Nao se aplica.
1.3.3.10.3 Requisitos culturais

a) Os prestadores devem adaptar sua atuagdo as normas internas do 6rgao, respeitando
hierarquias, fluxos de aprovagao e boas praticas de seguranga da informacéao.

1.3.3.11 Requisitos legais

1.3.3.11.1 O presente processo de contratacdo deve estar aderente a Constituicdo Federal, a
Lei 14.133/2021 (Lei de Licitagbes e Contratos Administrativos), a Resolugao CNJ 468, de 15 de
julho de 2022 (Dispde sobre diretrizes para as contratagdes de Solugcdo de Tecnologia da
Informacao e Comunicagao pelos 6rgaos submetidos ao controle administrativo e financeiro do
Conselho Nacional de Justica) e a outras legislacdes aplicaveis, tais como:

a) Lei Complementar n° 123, de 14 de dezembro de 2006, que institui o Estatuto Nacional da
Microempresa e da Empresa de Pequeno Porte;

b) Lei n° 13.709, de 14 de agosto de 2018 (Lei Geral de Protecao de Dados);

c) Decreto n® 7.174, de 12 de maio de 2010 - Regulamenta a contratagao de bens e servigcos de
informatica e automacao pela administragao publica federal, direta ou indireta, pelas fundacgdes
instituidas ou mantidas pelo Poder Publico e pelas demais organizagdes sob o controle direto
ou indireto da Uniao;

d) Instrugdo Normativa SLTI/MP n° 01, de 19 de Janeiro de 2010, que dispde sobre os critérios
de sustentabilidade ambiental na aquisicdo de bens, contratacdo de servigcos ou obras pela
Administracdo Publica Federal direta, autarquica e fundacional;

e) Instrucdo Normativa (IN) SGD/ME n° 94, de 23 de dezembro de 2022: normas para
Contratagao de Solugdes de TIC pelos 6rgéos integrantes do SISP;

f) Lei 8.078, 11 de setembro de 1990 (Cddigo de Defesa do Consumidor);

g) Resolugdo TSE n° 23.644/2021 — Institui a Politica de Seguranga da Informagéao (PSI) no
ambito da Justica Eleitoral;

h) Resolugdo TRE-SE n° 10/2019 — Dispde sobre a Politica de Seguranga da Informacéao (PSlI)
da Justica Eleitoral de Sergipe;

i) Portaria SGD/MGI n° 5.950, de 26 de outubro de 2023 - Estabelece modelo de contratagéo de
software e de servicos de computagdo em nuvem, no ambito dos o6rgdos e entidades
integrantes do Sistema de Administracdo dos Recursos de Tecnologia da Informagéo - SISP do
Poder Executivo Federal.



1.3.3.12 Demais requisitos aplicaveis

1.3.3.12.1 Nao se aplica.

1.3.4 ADERENCIA A PADROES E MODELOS

1.3.4.1 Modelo Nacional de Interoperabilidade — MNI

1.3.4.1.1 A Plataforma de Gestdo do Ciclo de Vida de Desenvolvimento de Software a ser
contratada devera atender aos padrées do Modelo Nacional de Interoperabilidade (MNI),
garantindo:

a) Interoperabilidade com outros sistemas governamentais;
b) Segurancga e integridade da informagao, conforme diretrizes do MNI,
c) Capacidade de integragao futura via APIs ou outros mecanismos padronizados;

d) Documentagdao comprobatéria de conformidade, permitindo auditoria e verificagdo pelo
orgao contratante.

1.3.4.2 Infraestrutura de Chaves Publicas Brasileira — ICP-Brasil

1.3.4.2.1 A Plataforma de Gestdo do Ciclo de Vida de Desenvolvimento de Software a ser
contratada devera estar em conformidade com a Infraestrutura de Chaves Publicas
Brasileira (ICP-Brasil), garantindo:

a) Autenticacao e identificagdao segura de usuarios por meio de certificados digitais validos
pela ICP-Brasil;

b) Assinatura digital de documentos e artefatos gerados ou gerenciados pelo sistema, com
validade juridica;

c) Criptografia de dados conforme padrdes da ICP-Brasil para protecdo da integridade e
confidencialidade da informacao;

d) Documentagao comprobatoéria de conformidade com os padrées ICP-Brasil, permitindo
auditoria e verificagao pelo érgao contratante.

1.3.4.3 Modelo de Requisitos MoReq-Jus

1.3.4.3.1 O sistema GitLab a ser contratado devera atender aos principios do Modelo de
Requisitos para Gestao Eletrénica de Documentos e Processos (MoReq-Jus), garantindo:

a) Organizacao e classificacao de documentos e processos segundo padrdes reconhecidos;
b) Gestao eletrénica de registros e metadados compativel com MoReg-Jus;
c) Controle de versao, rastreabilidade e auditoria dos artefatos e documentos armazenados;

d) Documentagao comprobatéria de conformidade com MoReg-Jus, permitindo verificagao e
auditoria pelo érgéo contratante.

1.4 ATENDIMENTO DA DEMANDA

1.4.1 PORTAL DO SOFTWARE PUBLICO BRASILEIRO

1.4.1.1 Nao se aplica.



1.4.2 SOLUGCOES DE TIC

1.4.2.1 Preambulo

1.4.2.1.1 A necessidade consiste na contratacdo de uma plataforma Git completa, para
implantagao on-premise (sem utilizagdo de nuvem publica), que oferega suporte integral aos
fluxos DevSecOps adotados pela instituigdo e seja compativel com ambientes Linux.

1.4.2.1.2 A solugéo devera contemplar, no minimo, os seguintes requisitos:

e Controle de versao Git com suporte a pull/merge requests e mecanismos de aprovagao;
e Possibilidade de definicdo de responsaveis (“ownership”) por arquivos e diretérios;

e Execucdo de pipelines de CI/CD, tanto acionados manualmente quanto por gatilhos
automaticos;

e Repositorio de artefatos, apto a armazenar binarios, pacotes e demais artefatos gerados
no ciclo de desenvolvimento;

¢ Registro de imagens Docker e repositérios de pacotes (como npm, Maven, entre outros);
e Funcionalidades avangadas de seguranga de codigo, incluindo:
o SAST (analise estatica de cédigo-fonte),
o DAST (analise dinamica),
o inspecgao e verificacdo de dependéncias,
o deteccao e correcdo orientada a vulnerabilidades.
1.4.2.1.3 A plataforma deve ainda disponibilizar dashboards graficos para monitoramento,
auditoria e gestao de riscos, permitindo a visualizagdo centralizada de vulnerabilidades,

conformidade, evolugdo da saude dos projetos e trilhas de auditoria, assegurando
rastreabilidade end-to-end do ciclo de desenvolvimento.

1.4.2.2 Solucdo 1: Migracao para outra plataforma gratuita de DevOps com melhor
suporte a padroées

1.4.2.2.1 Fundamentacéao

a) Avaliar alternativas gratuitas que oferecam maior conformidade com padroes
governamentais.

1.4.2.2.2 Beneficios

a) Possivel maior aderéncia a padrdes e diretrizes de conformidade;
b) Auséncia de custo de licenciamento.

1.4.2.2.3 Desvantagens:

a) Necessidade de migragéo de repositérios e pipelines existentes;
b) Treinamento da equipe para adaptacéo a nova plataforma;

c) Possiveis limitagdes em recursos avangados de DevOps.

d) Custo excessivo de horas trabalhadas.

1.4.2.3 Solucdo 2: Migracido para uma versiao comercial da plataforma atualmente
utilizada (GitLab)

1.4.2.3.1 Fundamentacéao



a) Contratacdo da versdo paga, que oferece recursos avancados de DevOps, seguranga,
compliance e suporte técnico.

1.4.2.3.2 Beneficios

a) Recursos avangados de CI/CD;

b) Conformidade com padrbes de segurancga e auditoria;
c) Suporte técnico oficial;

d) Controle detalhado de permissdes e grupos;

e) Integracéo com sistemas internos e conformidade com padrbes governamentais, como MNI e
ICP-Brasil.

1.4.2.3.3 Desvantagens

a) Custo de licenciamento;

1.4.2.4 Solucao 3: Migracao para outra plataforma de DevOps
1.4.2.4.1 Fundamentacao

a) Consiste na adogao de plataformas concorrentes ao GitLab que oferegam funcionalidades
equivalentes, com melhor suporte a padrées governamentais.

1.4.2.4.2 Beneficios

a) Maior aderéncia a padrdes e requisitos de compliance;

b) Recursos avangados de CI/CD e integragao com ferramentas externas;

c) Suporte técnico oficial ou apoio de comunidade ativa, dependendo da plataforma escolhida;
1.4.2.4.3 Desvantagens

a) Necessidade de migracao de repositorios e pipelines ja existentes;

b) Treinamento da equipe para adaptacao a nova solucgao;

c) Eventuais restricbes de integracdo com sistemas internos ou legados, dependendo da
plataforma selecionada.

d) Custo de migracao.

1.4.2.5 Analise comparativa das solugoes

1.4.2.5.1 Solucao 1: Migracdo para outra plataforma gratuita de DevOps com melhor
suporte a padroées

1.4.2.5.1.1 Apesar de apresentar custo de licenciamento nulo, a migragédo para outra plataforma
gratuita de DevOps n&o se mostra viavel para o 6rgao, em razdo dos seguintes fatores:

a) O GitLab, mesmo em sua versao gratuita, € uma solugdo madura, amplamente utilizada e
reconhecida no mercado;

b) O processo de migragao de repositorios, pipelines e integragdes existentes implicaria custos
indiretos elevados, tanto em horas de trabalho especializadas quanto em treinamento da
equipe, neutralizando a economia aparente;

c) As alternativas gratuitas carecem de suporte técnico oficial, dependendo exclusivamente de
comunidades voluntarias, o que representa risco elevado para a continuidade e estabilidade
das operagdes do 6rgao;

d) A troca de plataforma pode gerar incompatibilidades técnicas, despadronizagao de processos



e impacto negativo na produtividade da equipe, em virtude da necessidade de adaptacdo a
novos fluxos e ferramentas;

1.4.2.5.1.2 Diante desses aspectos, conclui-se que a Solugdo 1 nao atende as
necessidades do 6rgao, apresentando riscos que superam os eventuais beneficios.

1.4.2.5.2 Solugao 2: Migragcado para versao comercial da plataforma atualmente utilizada
(GitLab)

1.4.2.5.2.1 A adogdo de uma versao comercial da solugédo ja utilizada pelo 6rgao (GitLab)
demonstra-se aderente as necessidades identificadas para implantagao de uma plataforma Git
completa, on-premise, com suporte integral aos fluxos DevSecOps. Essa alternativa atende aos
requisitos funcionais, operacionais e de seguranga descritos no presente documento,
destacando-se pelos seguintes aspectos:

a) Continuidade operacional — Aproveita a infraestrutura existente, evitando riscos e custos de
transicdo para uma nova plataforma e garantindo a preservagao dos processos e repositérios ja
consolidados.

b) Atendimento pleno as funcionalidades essenciais, incluindo:

e controle de versao com pull/merge requests e mecanismos de aprovagao;

o definicdo de responsaveis (“ownership”) por diretérios e arquivos;

e pipelines de CI/CD acionados manualmente ou por gatilhos automaticos;

e repositério de artefatos, registro Docker e repositérios de pacotes (npm, Maven, etc.).
c) Recursos avangados de DevSecOps, com suporte nativo as praticas de segurangca de
cbdigo, como:

e SAST (analise estatica),

e DAST (analise dinamica),

e inspecao automatica de dependéncias,

e deteccdo, correcdo e acompanhamento de vulnerabilidades ao longo do ciclo de

desenvolvimento.

d) Disponibilizacdo de dashboards de governanca e auditoria, permitindo monitoramento
centralizado de riscos, vulnerabilidades, conformidade e evolucdo da saude dos projetos,
assegurando rastreabilidade completa end-to-end.

e) Suporte técnico oficial, com niveis de servigo definidos (SLA), reduzindo riscos operacionais
e aumentando previsibilidade e confiabilidade da operagao.

f) Escalabilidade na gestao de usuarios, grupos e permissoes, caracteristica fundamental para
ambientes institucionais de grande porte.

g) Integragdo corporativa aprimorada, com suporte a diretorios LDAP/AD, protocolos de
autenticagao e ferramentas internas de monitoramento e gestao.

h) Evolugéo tecnoldgica continua, garantida pelo fornecedor, permitindo acompanhamento das
melhores praticas e tendéncias de mercado.

1.4.2.5.2.2 Diante do exposto, a Solugdo 2 consolida-se como alternativa robusta, sustentavel e
aderente as necessidades institucionais, equilibrando custo-beneficio, maturidade tecnolodgica,
seguranga, escalabilidade e conformidade com padrées governamentais e boas praticas de
desenvolvimento seguro.



1.4.2.5.3 Solucao 3: Migragcéao para outra plataforma de DevOps

1.4.2.5.3.1 Dentre as plataformas amplamente consolidadas no mercado para operagao self-
hosted (on-premise), considerando requisitos de governanga, seguranga, rastreabilidade,
integracéo corporativa e aderéncia a fluxos DevSecOps, destacam-se as seguintes:

1. Atlassian Bitbucket Data Center
1.1 Solucgao corporativa self-hosted para controle de versao Git, com integragdo nativa ao
ecossistema Atlassian (Jira, Confluence, entre outros). Entretanto:

¢ Pipeline de CI/CD: a plataforma n&o dispde de pipeline nativo integrado. A automacéao de
builds geralmente requer o uso do Bamboo (solugdo de CIl on-premise da Atlassian) ou
ferramentas externas, como Jenkins;

e Segurancga (SAST/DAST): nao oferece mecanismos préprios de varredura de seguranca.
A analise de codigo depende de solugdes externas, com visualizagao dos resultados por
meio do recurso Code Insights;

e Gerenciamento de artefatos: o registro e gestdo de pacotes e imagens de contéiner
dependem de solugbes complementares, como Nexus ou Artifactory.

1.2 Dessa forma, embora a solugéo seja consistente na gestdo de cdédigo e bem integrada as
ferramentas Atlassian, o Bitbucket Data Center exige a constru¢do de uma cadeia adicional de
produtos para viabilizar um ciclo completo de DevSecOps.

1.3 Além disso, a Atlassian anunciou em 08/09/2025 que seus produtos on-premise (familia
Atlassian Data Center) serao descontinuados:
https://www.atlassian.com/blog/announcements/atlassian-ascend.

2. Azure DevOps Server (on-premise)

2.1 Solugao corporativa da Microsoft que oferece:

e Repositérios Git integrados;

e Pipelines de CI/CD (Azure Pipelines);

e Gerenciamento de pacotes para artefatos e dependéncias (Azure Artifacts).

2.2 Todavia:

e A versao Server (on-premise) segue suportada oficialmente para execugdo em ambiente
Windows, o que limita sua adog&o em instituicbes baseadas majoritariamente em Linux;

e Nao possui mecanismos nativos integrados para SAST/DAST, dependendo da integragéo
com ferramentas de terceiros, como SonarQube, Veracode, Checkmarx, entre outras.

2.3 Dessa forma, ainda que oferega boa integragéo funcional para desenvolvimento interno, ndo
atende completamente ao ciclo DevSecOps sem a adicdo de ferramentas complementares de
seguranga.

3 GitHub Enterprise Server (self-hosted)
3.1 O GitHub Enterprise Server é a edigdo corporativa para execugdo on-premise, garantindo
controle institucional sobre dados e conformidade. Entre suas funcionalidades:

e Gestdo completa de repositérios Git, com pull requests, revisdo de cdodigo, controle de
permissdes e workflows;



e Disponibiliza GitHub Actions executados localmente, permitindo pipelines de CI/CD
totalmente internos;

¢ Integracdo com diretdrios corporativos como LDAP e Active Directory;

e Oferece recursos de seguranga como gestdo de dependéncias vulneraveis e analise de
exposic¢oes, além de integracdo com ferramentas de mercado.

3.2 No entanto:

e A anadlise avangada de seguranca, como SAST via CodeQL e funcionalidades ampliadas
de governanga e compliance, depende de moddulos adicionais de licenciamento (antes
reunidos em Advanced Security, agora segmentados em Code Security e Secret
Protection);

e A operagdo pode demandar infraestrutura especializada (appliances virtuais e GitHub
runners) e apresenta menor flexibilidade de personalizagdo do ambiente operacional
quando comparada a solugdes mais abertas.

3.3 Em sintese, o GitHub Enterprise Server € maduro para desenvolvimento e automagéo em
ambiente corporativo, porém parte de suas capacidades avangadas de seguranga depende de
licenciamento e configuracao adicionais.

4. Outras solugdes (Gitea, Gogs, Phabricator e similares)

4.1 Sao plataformas de baixo custo e menor complexidade operacional, porém:

e Nao oferecem CI/CD nativo;
e Nao possuem mecanismos integrados de SAST/DAST;

e Dependem amplamente de integracbes externas para evoluir além do controle basico de
codigo.

4.2 Por esse motivo, embora adequadas para ambientes pequenos ou com baixa exigéncia de
governanga, nao atendem aos requisitos institucionais de seguranca, rastreabilidade, auditoria,
continuidade e operagédo em escala.

1.4.2.6 Conclusao

1.4.2.6.1 Diante da avaliacao técnica realizada, verifica-se que as alternativas disponiveis no
mercado, quando operadas em ambiente on-premise, exigem combinagcdes heterogéneas de
ferramentas e fornecedores para viabilizar o ciclo completo de desenvolvimento, automacgao,
seguranga, rastreabilidade e governanca. Essa fragmentacao tecnoldgica tende a elevar custos
operacionais e de licenciamento, aumentar a complexidade de integracdo, demandar maior
esforco de suporte continuo e introduzir riscos adicionais decorrentes da dependéncia de
multiplos sistemas, cada qual com sua propria evolucdo, ciclo de atualizacdo e modelo de
suporte.

1.4.2.6.2 A analise das alternativas disponiveis evidencia que a maior parte das solucoes self-
hosted requer a integragdo de diversas ferramentas de diferentes fornecedores para compor o
ciclo completo de desenvolvimento — incluindo versionamento de cddigo, pipelines de CI/CD,
armazenamento de artefatos, varredura de vulnerabilidades (SAST/DAST) e mecanismos de
auditoria e governanca. Esse cenario fragmentado tende a elevar custos operacionais e de
licenciamento, aumentar a dependéncia de multiplas tecnologias, ampliar o esfor¢o de suporte e
manutengado e criar uma superficie maior de falhas decorrentes da integracdo entre produtos
heterogéneos.



1.4.2.6.3 Adicionalmente, a adocdo de plataformas distintas daquela atualmente utilizada pelo
orgao implica riscos de migragéao significativos, tais como:

¢ necessidade de transferir repositorios, pipelines, integragdes e historico técnico para uma
nova solugdo, com possibilidade de perda de metadados, configuracbes e trilhas de
auditoria;

e interrupgcdes temporarias ou reducao de produtividade durante o periodo de transicéo;

e retrabalho para reescrever pipelines, reconfigurar credenciais, redesenhar integragdes e
validar mecanismos de seguranga;

e necessidade de treinamento intensivo das equipes para adaptacdao a novas interfaces,
terminologias e modelos operacionais;

e risco de incompatibilidades com sistemas internos legados, o que pode demandar
desenvolvimento adicional, novos componentes intermediarios ou ajustes complexos de
arquitetura.

1.4.2.6.4 Esses fatores, somados, tornam a substituicdo da plataforma atual um processo
custoso, de elevada complexidade e com potencial impacto operacional.

1.4.2.6.5 A solugdo atualmente utilizada pelo 6rgdo, o GitLab, em sua versao comercial,
apresenta-se como a plataforma capaz de atender integralmente aos requisitos levantados de
forma nativa, unificada e ja consolidada na operagao institucional. Além de preservar os
investimentos e fluxos ja estabelecidos, a adog¢ao da versédo paga do GitLab oferece maturidade
técnica, aderéncia plena as praticas DevSecOps, suporte oficial, evolugdo tecnoldgica
garantida, maior previsibilidade operacional e redugao significativa da complexidade
administrativa, ao concentrar em uma unica solugdo todos os elementos do ciclo de
desenvolvimento seguro — versionamento, pipelines, repositérios, artefatos, dashboards,
auditoria e analises SAST e DAST.

1.4.2.6.6 Segundo a pesquisa de mercado realizada, o GitHub é a solugdo que mais se
aproxima do GitLab em termos de funcionalidades e suporte ao ciclo de desenvolvimento
completo. No entanto, ainda requer integragdes adicionais € ndo oferece o mesmo nivel de
unificagdo nativa, o que reforca que o GitLab permanece como a opg¢ao mais consolidada e
completa para atendimento integral as necessidades do érgao.

1.4.2.6.7 Nesse contexto, a contratagao da versao comercial do GitLab representa a alternativa
tecnicamente mais sdélida, economicamente sustentavel no longo prazo e institucionalmente
mais segura, equilibrando conformidade, continuidade, governanca, reducdo de riscos e
modernizagao da infraestrutura de desenvolvimento. Assim, conclui-se que a Solugdo 2
configura a opgdo mais adequada para atender de forma plena, eficiente e sustentavel as
necessidades operacionais e estratégicas da instituigao.

1.4.3 CONTRATACOES PUBLICAS SIMILARES

1.4.3.1 Considerando a definicdo e a analise das alternativas disponiveis, a licitagao na
modalidade pregao eletronico foi identificada como a solugdo adequada para atender ao
objeto. Dessa forma, as referéncias apresentadas a seguir restringem-se exclusivamente a essa
modalidade de contratacédo.

ndénia (DPE-RO) - Doc. 1759395;
1.4.3.1.2 Pregéao Eletronico n° 5/2023 — Conselho da Justica Federal (CJF) - Doc. 1757529;

1.4.3.1.3 Pregao Eletrénico n° 80/2023 — Superintendéncia Estadual de Compras e Licitagdes
(SUPEL-RO) - Doc. 1759389;

1.4.3.1.4 Pregéo Eletrénico n° 22/2024 — Ministério Publico do Estado de Rondbénia (MP-RO) -
Doc. 1759391;



1.4.3.1.5 Termo de Contrato n° 1209/2024 — Procuradoria Geral do Estado de Rondbnia (PGE-
RO) - Doc. 1668323.

1.4.4 SOLUCOES SIMILARES EM OUTROS ORGAOS
1.4.4.1 Nos termos do item 1.4.3.

1.4.5 MODELOS DE AQUISICAO/PRESTACAO DO SERVICO
1.4.5.1 Justificativa pela opg¢ao on-premises

1.4.5.1.1 Considerando que o GitLab ja se encontra instalado e consolidado no ambiente on-
premises do Tribunal desde 2018, em sua edicdo Community Edition, e que, ao longo desse
periodo, foi incorporado progressivamente as rotinas institucionais de desenvolvimento,
automacgao, homologacédo e controle de versdes de software, conclui-se que a adocgédo do
modelo de licenciamento on-premises representa a opgao mais adequada e estratégica para o
orgao.

1.4.5.1.2 A solucgéo ja estda amplamente integrada ao fluxo de trabalho institucional, contando
com significativos investimentos técnicos, capacitagdo de servidores e estruturacdo de
pipelines, o que evidencia maturidade operacional no uso da ferramenta. A continuidade por
meio da versao licenciada garante néo apenas a preservagao dos processos ja consolidados,
mas também maior controle sobre dados, integragdes e politicas de seguranga, sem provocar
mudancas disruptivas na infraestrutura existente.

1.4.5.1.3 Dessa forma, a escolha pelo modelo on-premises revela-se tecnicamente viavel,
economicamente racional e institucionalmente vantajosa, assegurando a evolugao natural da
solugdo ja adotada, em conformidade com as diretrizes de governanga e seguranca da
informacgao do Tribunal.

1.4.5.2 Funcionalidades disponiveis nas versées comerciais do GitLab

1.4.5.2.1 O GitLab apresenta diferentes camadas de licenciamento, sendo as mais relevantes a
versao Premium e a versao Ultimate. Abaixo, destacam-se as principais funcionalidades:

Disponivel | Disponivel

Funcionalidade na na
Premium Ultimate
Controle de acesso granular com RBAC avangado Sim Sim
Autenticacao via LDAP, SAML, OAuth com SSO Sim Sim
Painel de seguranga com detecgao de vulnerabilidades Sim Sim

Gerenciamento de Vulnerabilidade, Dashboards de Segurancga,
Politicas de Seguranga, Analise de Composi¢do de Software
(SCA), Analise de laC, Teste de fuzz e Testes Dinamicos de
Seguranca

Nao Sim

SAST, DAST, Dependency Scanning, Container Scanning Sim Sim




Disponivel | Disponivel

Funcionalidade na na
Premium Ultimate
Auditoria de acdes de usuarios (Audit logs) Sim Sim
Dashboard de compliance e licencas de pacotes Sim Sim
Value Stream Management (VSM) e epics multinivel Nao Sim
Criacao e Acompanhamento de Casos de Teste Nao Sim

Regras de push, permitindo forgar aderéncia a padrbes

estabelecidos Sim Sim
Guardrails para merge requests, permitindo definir revisores e . .

. ~ Sim Sim
criar fluxos de aprovagao
Alta disponibilidade (HA) com suporte oficial Sim Sim
Suporte técnico especializado e atualizagdes de seguranca Sim Sim

Tabela 3 — Funcionalidades disponiveis nas versdes comerciais do GitLab

1.4.5.2.2 Justificativa pela versao Ultimate

1.4.5.2.2.1 A contratagdo da licenga GitLab Ultimate configura-se como a alternativa mais
adequada e estratégica para o Tribunal, tendo em vista a necessidade de evolugao tecnoldgica
da solucado ja consolidada em ambiente on-premises desde 2018. Embora a edicdo Premium
contemple funcionalidades relevantes, a versao Ultimate disponibiliza um conjunto ampliado de
recursos que atende, de forma mais abrangente, as demandas de seguranca, conformidade e
governanga institucional.

1.4.5.2.2.2 Do ponto de vista técnico, a versdao Ultimate viabiliza a plena adog&o de praticas
DevSecOps, com a incorporacao de mecanismos avancados de automacao de segurancga, tais
como SAST, DAST, Dependency Scanning e Container Scanning, além de recursos especificos
de gerenciamento continuo de vulnerabilidades, analise de composicao de software (SCA),
inspecédo de codigo malicioso e detecgao de segredos em repositorios. Esses elementos séo
fundamentais para a detecgao precoce de riscos e a mitigacao de falhas em todo o ciclo de
desenvolvimento.

1.4.5.2.2.3 Sob a ¢6tica de conformidade, a edicdo Ultimate alinha-se diretamente as boas
praticas e normas internacionais, como os CIS Controls v8 e a ISO/IEC 27001, garantindo
aderéncia a requisitos de seguranga da informacdo reconhecidos globalmente. Entre os
controles mais relevantes contemplados estdo a gestdo continua de vulnerabilidades, a
implementagcdo de mecanismos avangados de autenticagdo e autorizacéo, e a rastreabilidade
de incidentes por meio de auditoria detalhada das a¢des executadas na plataforma.

1.4.5.2.2.4 No aspecto de governanga e gestdo operacional, a versdo Ultimate oferece
funcionalidades que n&o estdo presentes na edicdo Premium, como dashboards de
conformidade, relatérios de licenciamento de pacotes, Value Stream Management e
acompanhamento de casos de teste. Tais recursos ampliam a capacidade de monitoramento,




transparéncia e previsibilidade nos processos de desenvolvimento, resultando em maior
eficiéncia e confiabilidade das entregas de software criticas ao Tribunal.

1.4.5.2.2.5 Assim, a opgao pela versdo Ultimate transcende a simples ampliagdo funcional da
solugdo, representando medida estratégica para elevar o nivel de maturidade em
desenvolvimento seguro, fortalecer a resiliéncia cibernética institucional e assegurar a
continuidade de servigos essenciais, de forma alinhada as diretrizes de segurancga, eficiéncia e
governanga tecnologica da Administragdo Publica.

1.4.5.3 Outras providéncias relevantes

1.4.5.3.1 Contratagao por meio de parceiro autorizado (revenda ou integrador)
1.4.5.3.1.1 A aquisicao devera ser realizada por intermédio de empresa parceira do fornecedor,
habilitada como revenda ou integradora oficial.

1.4.6 CAPACIDADE E ALTERNATIVAS DO MERCADO DE TIC

1.4.6.1 O mercado de solugdes DevOps apresenta fornecedores consolidados, porém limitado
quanto a oferta de solu¢des capazes de atender a demandas complexas de ambientes on-
premises integrados, como o do Tribunal Regional Eleitoral de Sergipe. Entre as alternativas
disponiveis destacam-se o licenciamento em nuvem (SaaS) e o licenciamento on-premises.

1.4.6.2 Considerando que o GitLab se encontra em uso no ambiente on-premises do Tribunal
desde 2018, com integracdo consolidada aos fluxos de trabalho, capacitacdo da equipe e
investimentos prévios em infraestrutura e processos, a adogcédo da versdo Ultimate em modelo
on-premises configura a alternativa mais adequada e estratégica. Essa opgédo assegura
continuidade operacional, aderéncia as normas e boas praticas de seguranga da informacao,
governancga tecnoldgica e eficiéncia nos processos de desenvolvimento, manutengao e controle
de versobes de software.

1.4.7 CONTRATACOES CORRELATAS E/OU INTERDEPENDENTES
1.4.7.1 Nao se aplica.

1.5 ANALISE DOS CUSTOS TOTAIS DA DEMANDA

1.5.1 Com base nas consultas de pregos realizadas no mercado, a partir do Termo de
Referéncia elaborado para esta contratacdo, estima-se que o custo total da demanda
compreendera a aquisicao de licencas de uso do software GitLab Ultimate Edition, para 40
(quarenta) usuarios nomeados ativos, com periodo de vigéncia de 12 (doze) meses.

Id Fornecedor Periodo Valor unitario (R$) Documento
BK Tecnologia da PE 90019/2024
1 Informacgao 12 meses R$ 8.850,00 (1763117)
2 DELFIA S/A 12 meses R$ 8.630,00 PE 80/2023 1763124
3 | BK Tecnologia da 12 meses R$ 15.450,00 Proposta (1764032)
Informagao

Tabela 4 - Pesquisa de mercado



1.6 ESCOLHA E JUSTIFICATIVA DA SOLUGAO

1.6.1 DESCRIGCAO DA SOLUGAO ESCOLHIDA

1.6.1.1 A solugéo escolhida, GitLab Ultimate em modelo on-premises, foi definida considerando
a consolidacao da plataforma no ambiente do Tribunal desde 2018, a maturidade operacional
da equipe e a integracao aos fluxos institucionais de desenvolvimento, automacgao e controle de
versoes.

1.6.1.2 A versdo Ultimate oferece recursos avangados de seguranga, conformidade e
governanga, incluindo automagao de testes, gerenciamento de vulnerabilidades, rastreabilidade
de incidentes e dashboards de compliance, alinhados a normas como ISO/IEC 27001 e CIS
Controls v8.

1.6.1.3 Além disso, a solugdo on-premises aproveita a infraestrutura existente, garantindo
controle sobre dados, integracbes e politicas de seguranca, assegurando continuidade
operacional, eficiéncia e confiabilidade nos servigos essenciais do Tribunal.

1.6.2 BENEFICIOS ESPERADOS

1.6.2.1 Continuidade operacional com aproveitamento da infraestrutura e equipe ja capacitada.
1.6.2.2 Fortalecimento da seguranga, conformidade e praticas DevSecOps.

1.6.2.3 Transparéncia e governanga nos processos de desenvolvimento.

1.6.2.4 Maior eficiéncia, produtividade e colaboragao entre equipes.

1.6.2.5 Resiliéncia cibernética e mitigagcao de riscos.

1.6.2.6 Autonomia para personalizagao e integracéao institucional.

1.6.3 RESULTADOS ESPERADOS
1.6.3.1 Manutencgao estavel da solucéo ja implantada desde 2018.

1.6.3.2 Automacao de testes de seguranga, rastreabilidade e conformidade com normas
internacionais.

1.6.3.3 Dashboards de compliance, gestdo de vulnerabilidades e controle de acessos.
1.6.3.4 Pipelines otimizados, integragédo continua e entregas confiaveis.

1.6.3.5 Deteccao antecipada de falhas e resposta rapida a incidentes.

1.6.3.6 Integracao plena com sistemas internos e protegao de dados sensiveis.

1.6.4 RELACAO ENTRE A DEMANDA PREVISTA E A QUANTIDADE DE BENS E/OU
SERVICOS CONTRATADOS

1.6.4.1 A demanda prevista tem respaldo na quantidade de usuarios aptos a utilizar a
ferramenta:

Unidade Qtd usuarios
STI 1
ASPLAN-STI 1
ASSEC 3
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Tabela 5 - Demanda prevista

1.6.4.2 Ressalta-se que o contrato podera ser objeto de aditivos na hipotese de ampliagado do
quadro de pessoal, seja pela posse de novos servidores, seja pela contratacdo de
colaboradores.

1.7 DECLARAGAO DE VIABILIDADE DA CONTRATACAO

1.7.1 O presente ESTUDO TECNICO PRELIMINAR foi elaborado pela(o)s integrantes
TECNICA(O) e DEMANDANTE, em harmonia com a Resolucdo CNJ N° 468 de 15/07/2022.

1.7.2 Considerando a analise das alternativas de atendimento das necessidades elencadas pela
area demandante e os demais aspectos normativos, conclui-se pela VIABILIDADE DA
CONTRATACAO da versdo Ultimate do GitLtab em modelo on-premises, que se mostra
estratégica por aproveitar a infraestrutura existente e os investimentos ja realizados desde
2018, garantindo continuidade operacional, seguranga e conformidade com normas
internacionais. Ademais, a medida fortalece a governanca tecnoldgica, a eficiéncia no
desenvolvimento de sistemas e a resiliéncia cibernética do Tribunal, assegurando beneficios em
termos de eficacia, eficiéncia, efetividade e economicidade, dos quais citam-se nominalmente:

a) Garantir a continuidade adequada dos servicos do TRE-SE, em atendimento as
necessidades do 6rgéo e do publico;

b) Manter a disponibilidade das exigéncias de qualidade dos servigos, possibilitando o
melhoramento do atendimento das demandas de acordo com sua criticidade.

1.7.3 Em complemento, os requisitos listados atendem adequadamente as demandas
formuladas, os custos previstos sdo compativeis e os riscos identificados sdo administraveis,
pelo que SE RECOMENDA o prosseguimento da pretens&o contratual.

2. CAPITULO 2: SUSTENTAGAO DO CONTRATO

2.1 ADEQUACAO DO AMBIENTE



2.1.1 Nao se aplica.

2.2 RECURSOS MATERIAIS E HUMANQOS
2.2.1 Recursos Materiais

2.2.1.1 Nao se aplica.

2.2.2 Recursos Humanos

2.2.2.1 Os recursos humanos serdo compostos exclusivamente pelas(os) servidoras(es) da
sec¢ao, bem como por terceirizadas(os) e estagiarias(os) disponiveis para a segao.

2.3 CONTINUIDADE DO FORNECIMENTO
2.3.1 Manutencéao da Instancia Atual (Free) como Base de Transigéo:

a) Garantir que a instancia GitLab Free existente seja preservada até a conclusdo da
implantacédo da versao Ultimate.

b) Realizar backup completo dos repositorios, pipelines e configuragoes.
c) Definir cronograma de migragao para evitar interrupgao dos servigos.
2.3.2 Licenciamento e Renovagao Continua:

a) Estabelecer contrato com vigéncia plurianual ou com clausulas de renovagao, mitigando
riscos de descontinuidade no fornecimento das licencas Ultimate.

b) Prever, no contrato, prazos adequados para renovacgao antes do vencimento da licencga.
2.3.3 Suporte Técnico e Atualizagoes:

a) Garantir suporte oficial do fornecedor durante todo o periodo contratual (atualizagdes de
seguranca, corregdes de bugs, novas funcionalidades).

b) Adocdo de boas praticas de gestdo de versdo e atualizacdo programada do software,
evitando vulnerabilidades e obsolescéncia.

2.3.4 Plano de Contingéncia:

a) Caso a edicado Ultimate venha a ser descontinuada pelo fabricante ou se torne
economicamente inviavel sua manutencdo na infraestrutura atual, a equipe técnica devera
avaliar e conduzir a migracdo para solugdo alternativa que assegure a continuidade dos
servigos, observando requisitos de interoperabilidade, seguranca e integridade dos repositorios.

b) Definir estratégias de redundancia (backups regulares e ambientes de teste).

2.4 TRANSIGAO CONTRATUAL E ENCERRAMENTO DO CONTRATO

2.4.1 A transi¢cado contratual devera ser planejada de forma a assegurar que, ao término da
vigéncia do contrato, ndo haja interrupgédo dos servigos essenciais providos pela solugdo GitLab
Ultimate. Para tanto, serdo observados os seguintes aspectos:

2.4.1.1 Planejamento Antecipado

a) Iniciar, com antecedéncia minima de 150 dias, o processo de renovagéo contratual ou de
nova contratacado, de forma a evitar descontinuidade de licenciamento, suporte e atualizacdes.

b) Estabelecer prazo de, no maximo, 120 dias antes do término da vigéncia contratual para a
formalizacao da decisao sobre renovacao, substituicdo ou encerramento definitivo.

2.4.1.2 Reversibilidade e Continuidade dos Servigos



a) Garantir que todos os repositérios, pipelines, configuragdes e historicos armazenados no
GitLab Ultimate possam ser exportados e preservados em caso de migragdo ou retorno a
versao Free.

b) Documentar procedimentos para transi¢ao técnica, assegurando que os servigos do TRE-SE
continuem disponiveis sem impactos significativos.

2.4.1.3 Encerramento Organizado

a) No caso de nao renovagao, assegurar que os dados sejam entregues de forma integra e em
formatos abertos ou compativeis, preservando a integridade do histérico e da rastreabilidade
dos projetos.

b) Estabelecer mecanismos de verificagdo de conformidade no encerramento, garantindo que
nao haja perda de ativos digitais ou risco a seguranga da informacgéao.

2.5 ESTRATEGIA DE INDEPENDENCIA TECNOLOGICA

2.5.1 A contratagao da versao Ultimate do GitLab, em modelo on-premises, sera conduzida de
forma a mitigar riscos de dependéncia tecnoldgica excessiva do fornecedor, observando-se os
seguintes aspectos:

2.5.1.1 Adocao de Padrdes Abertos e Interoperabilidade

a) O GitLab utiliza protocolos e formatos amplamente reconhecidos (como Git e APlIs
REST/GraphQL), garantindo a possibilidade de integragédo com outras ferramentas e a migragéao
de dados sem perda de integridade.

2.5.1.2 Reversibilidade e Portabilidade

a) Os repositorios de cdédigo, pipelines e configuragcbes podem ser exportados para outros
sistemas compativeis com Git, assegurando a possibilidade de migragao futura para solugdes
alternativas, sejam comerciais ou de codigo aberto.

2.5.1.3 Reducéao de Dependéncia Exclusiva

a) O uso do GitLab Ultimate on-premises preserva o controle da infraestrutura no dmbito do
TRE-SE, eliminando a dependéncia de servigos totalmente externos (cloud-only).

b) A equipe técnica tera autonomia para administrar a solugdo, sem restricdes impeditivas de
uso, customizacao ou migracgao.

2.5.1.4 Capacitagao Interna

a) Havera treinamento continuo das equipes de Tl para operagao, administracdo e manutengao
da solugao, garantindo que o conhecimento nao fique concentrado apenas no fornecedor.

2.5.1.5 Planejamento de Alternativas Futuras

a) O TRE-SE mantera monitoramento das condi¢gdes de mercado e das solugdes concorrentes,
possibilitando a avaliagdo periodica de alternativas tecnoldgicas e garantindo maior poder de
negociagéao em futuras contratacoes.

3. CAPITULO 3: ESTRATEGIA PARA A CONTRATAGAO

REQUISITOS AVALIAGAO




REQUISITOS

AVALIAGAO

3.1 Natureza do objeto

[1 compra
X fornecimento continuo

[1 servigos continuos sem regime de dedicagao exclusiva de mao
de obra

[1 servigos continuos com regime de dedicagao exclusiva de mao
de obra

[1 servigos nao continuos ou contratados por escopo
1 Outros:

3.2 Enquadramento
como bem/ servigo
comum ou especial

X bens/servigos comuns
[1 bens/servigcos especiais

L servigos técnicos natureza

predominantemente intelectual
L1 Outros:

especializados de

L1 empreitada por prego unitario

X empreitada por preco global

3.3 Regime de

contratagcao L] Outros:

recomendado

34 Vigéncia da | vigéncia de 12 (doze) meses, compativel com a necessidade
contratacao imediata da STl e com os prazos previstos no planejamento

orcamentario.

3 . 5 Forma/meio de
contratagcao
recomendada

X Licitagao

[1 Dispensa de licitacao

L] Inexigibilidade de licitagao

[1 Adesao a ata de registro de precos

[] Participagao em compra compartilhada

O Outros:

X Pregéao
3 . 6 Modalidade de | [0 Concorréncia
licitagao (art. 28, inciso
| clc_art. 29, da Lej | - Concurso
14.133/2021) O Leildao

[1 Didlogo competitivo



https://www.planalto.gov.br/ccivil_03/_ato2019-2022/2021/lei/l14133.htm#art28

REQUISITOS AVALIAGAO
3.7 Adocéo de Sistema | 7 gjm
de Registro de Precgos

X Néao

(SRP)

3.71 Utilizacado da
Intencao de Registro de
Precos (IRP)

Nao se aplica

Q)

3.7.2 Permissao
Adesdo a Ata de
Registro de Precos

Nao se aplica

3.8 Parcelamento do
objeto

] Parcelado.

X Nao parcelado.

Justificativa:

Nos termos do art. 40, §§ 2° e 3° e art. 47, § 1° da Lei n°
14.133/2021, o parcelamento da contratagcdo deve ser avaliado
quanto a viabilidade técnica e a vantajosidade econ6mica para a
Administracdo. Apds analise das caracteristicas da solugao a ser
contratada, justifica-se ainviabilidade do parcelamento do
objeto, uma vez que o software (GitLab Ultimate Edition) deve ser
contratado em licenciamento integral, para garantir cobertura de
suporte, padronizagdo tecnolégica e compatibilidade com os
ambientes do TRE-SE.

L1 menor prego por grupo de itens (lote)

X menor preco por item

3.9 Adjudicagcao do
objeto ] maior desconto
3.10 Tratamento X Sim
diferenciado para | [1Nao
ME/EPP Justificativa:

(1 Sim
3.11 Carater sigiloso do | X Nao

or¢camento estimado

Justificativa: Para preservar a competitividade, conforme art. 24,
§1° da Lei 14.133/2021.




REQUISITOS

AVALIAGAO

3.12 Participagao de
consorcios

] Permitida
X Vedada

Justificativa: A participagdo em consorcios nao € adequada,
considerando que o objeto envolve licenciamento de software de
fornecedores oficiais, cuja comercializacdo ja ocorre por meio de
canais autorizados. A formagdao de consércios nao agregaria
competitividade e poderia aumentar riscos de gestao contratual.

3.13 Participagao de
sociedades
cooperativas

X Permitida
[] Vedada
Justificativa: Desde que devidamente credenciadas como
representantes autorizadas ou revendedoras oficiais dos
fabricantes, sociedades cooperativas poderdo participar,

atendendo integralmente aos requisitos contratuais.

3.14 Subcontratacgao

1 Permitida
X Vedada

Justificativa: A subcontratacdo esta vedada, pois o contrato deve
assegurar a prestagdo dos servigos diretamente pela empresa
contratada, que devera ser representante ou revendedora oficial
do fabricante, garantindo autenticidade e validade das licencgas,
bem como suporte técnico adequado.

3.15 Vistoria prévia

1 Necessaria
X Dispensada

Justificativa: A execugao do contrato refere-se a licenciamento de
software com suporte remoto, ndo sendo necessaria vistoria
técnica prévia.

3.16 Apresentagao de
amostras, exames de
conformidade ou
provas de conceito

O Sim. Critérios:
X Nao

3.17  Critérios de | x E obrigatéria a autorizagdo para o exercicio da atividade a ser
qualificagao do | ontratada.
fornecedor - o o o o
- HABILITAGAO 0 NAO E obrigatéria a autorizagéo para o exercicio da atividade a
JURIDICA ser contratada.

L] SIM. Detalhes:
3.18_ _ C~r|ter|os de X NAO
qualificagao do
fornecedor - TECNICA- | Justificativa: Considerando que o objeto é licenciamento de
OPERACIONAL E | software de prateleira, com suporte prestado diretamente pelo
TECNICA- fabricante ou representante autorizado, ndo se faz necessaria a

PROFISSIONAL

exigéncia de atestados técnicos adicionais, sendo suficiente a
comprovacao de representacao oficial.




REQUISITOS

AVALIAGAO

3.19 Critérios de
qualificagao do
fornecedor -
ECONOMICO-
FINANCEIRA

X SIM. Detalhes: O(A) licitante devera apresentar certiddo negativa
de feitos sobre faléncia expedida pelo distribuidor da sede da(o)
licitante, conforme art. 69, inciso Il, da Lei 14.133/2021.

L1 Nao

3.20 Garantia de
proposta

1 Sim. Detalhes:
X Nao

3.21 Garantia de
execugao contratual

O Sim. Detalhes:
X Nao

Justificativa: Considerando que se trata de contratacido de
licenciamento de software com servigos acessorios, cujo
pagamento sera efetuado apés a disponibilizagdao das licengas
e a validacao da prestacao de suporte, ndo se faz necessaria a
exigéncia de garantia de execugao contratual.

3.22 Classificagdao do
conteido do estudo
técnico

[] Restrito

1 Sigiloso

L] Confidencial
[] Secreto

X Publico

3.23 Margem de
preferéncia

1 Sim. Detalhes:
X Nao

Justificativa: A solugdo contratada ¢é software proprietario
internacional (GitLab), ndo havendo margem de preferéncia
aplicavel no mercado nacional.

3.24 Equipe de apoio a
contratacao

Integrantes Demandantes

e Titular: Fernando de Souza Lima (NAC/STI)
e Substituto(a): Martha Coutinho de Faria Alves (NAI/STI)

Integrantes Técnicos

e Titular: Diego Medeiros Vilar Oliveira (SESEL/STI)
e Substituto(a): Jeirlan Correia Palmeira (COSIS/STI)

Integrantes Administrativos

e Titular: Ricardo Loeser de Carvalho Filho (ASPLAN-SAQ)
e Substituto(a): Valéria Maria dos Santos (ASPLAN-SAQ)




REQUISITOS

AVALIAGAO

3.25 Equipe de gestao
do contrato

Gestor(a)

e Titular: Fernando de Souza Lima (NAC/STI)
e Substituto(a): Martha Coutinho de Faria Alves (NAI/STI)

Fiscais Técnicos

e Titular: Diego Medeiros Vilar Oliveira (SESEL/STI)
e Substituto(a): Jeirlan Correia Palmeira (COSIS/STI)

Fiscais Administrativos

e Titular: Ricardo Loeser de Carvalho Filho (ASPLAN-SAQ)
e Substituto(a): Valéria Maria dos Santos (ASPLAN-SAQ)

3.26 Capacitagcao da
Equipe de gestao do
contrato

[1 Ha necessidade de capacitacio.

X Nao ha necessidade de capacitacio.

3.27 Outras
informacgoes relevantes

(exemplo: Politica de
Segurancga da Informagéao
e Privacidade; Critérios
de sustentabilidade
exigidos; etc)

A contratagdo observara a Politica de Seguranca da Informacéao e
Privacidade da Justica Eleitoral e as boas praticas de
sustentabilidade definidas nas normas do TCU e no Plano de
Logistica Sustentavel (PLS) do TRE-SE.

4. CAPITULO 4: ANALISE DE RISCOS

4.1 RISCOS MAPEADOS

Risco: Impossibilidade manter a solugao por um longo periodo
Probabilidade: Média
Impacto: Muito alto
Reversdo para a versao free, resultando na perda de
Dano 1: . .
funcionalidades avancadas de segurancga e outras
Indisponibilidade parcial dos sistemas atualmente suportados pela
Dano 2: solugdo, caso seja necessaria a adogdo de uma nova plataforma
) sem plena equivaléncia funcional.
Tratamento: Mitigar




Id | Agao Preventiva Responsavel
Risco ] . ] ] .
01 Planejamento  orgamentario plurianual dedicado a
1 | manutencao da solugao, garantindo previsibilidade de recursos | EGC
para renovagoes.
Monitoramento continuo de prazos contratuais e de vigéncia
2 | da assinatura, com alertas automaticos para renovagdao com | EGC
antecedéncia minima.
Negociagcdao de contratos com clausulas de renovagao e
3 | reajustes previsiveis, reduzindo incertezas e riscos de  EGC
interrupgao financeira.
4 Criar rotinas de backup e versionamento abrangentes, | Equipe
incluindo dados, repositorios, pipelines e configuragdes. Técnica
Id | Agao de Contingéncia Responsavel
~ Equipe
1 | Manter a verséao free o
Técnica
. . ~ Equipe
2 | Planejamento da migragao .
Técnica

5. APROVAGAO E ASSINATURA

INTEGRANTES TECNICOS

JEIRLAN CORREIA PALMEIRA

Matricula: 30923144
Aracaju, datado e assinado eletronicamente

INTEGRANTE DEMANDANTE
FERNANDO DE SOUZA LIMA

Matricula: 30923292
Aracaju, datado e assinado eletronicamente

6. CIENCIA DA INSTANCIA DELIBERATIVA DE TIC




Anexo A -

AUTORIDADE MAXIMA DA AREA DE TIC

JOSE CARVALHO PEIXOTO

Secretario de TIC
Matricula: 309R639

Lista de Potenciais Fornecedores

FORNECEDOR

Razio social do fornecedor 1 - BK TECNOLOGIA DA INFORMAGAO LTDA
Site:

E-mail: edison@bktech.com.br

Telefone: (61) 98136-7690

Razao social do fornecedor 2 - DELFIA S/A
Site:

E-mail: licitacao@delfia.tech

Telefone: (61) 98160-5194

Razao social do fornecedor N
Site:
E-mail:

Telefone: (DDD) XXXX-XXXX

Anexo B —

Propostas Comerciais

a) Doc. 1764032.

Anexo C —

Contratagoes Publicas Similares

a) Conforme item 1.4.3.

—
-ail

eletrbnica

Documento assinado eletronicamente por JEIRLAN CORREIA PALMEIRA, Integrante da EPC Titular,
em 09/12/2025, as 08:31, conforme art. 1°, III, "b", da Lei 11.419/2006.




Documento assinado eletronicamente por FERNANDO DE SOUZA LIMA, Integrante da EPC Titular, em
09/12/2025, as 08:38, conforme art. 1°, III, "b", da Lei 11.419/2006.

as-sma:um tl’
eletrbnica

Documento assinado eletronicamente por J OSE CARVALHO PEIXOTO, Secretaria(o), em 09/12/2025, as
10:46, conforme art. 1°, III, "b", da Lei 11.419/2006.

assuna:um Iil’
eletrénica

Documento assinado eletronicamente por VALERIA MARIA DOS SANTOS, Assessor(a), em 09/12/2025,
as 10:49, conforme art. 1°, III, "b", da Lei 11.419/2006.

assuna:um Iil’
eletrénica

Documento assinado eletronicamente por ANA MARIA RABELO DE CARVALHO DANTAS, Diretor(a)-
Geral em Substitui¢ao, em 09/12/2025, as 11:24, conforme art. 1°, III, "b", da Lei 11.419/2006.

assuna:um Iil’
eletrbnica

|l

1 ..:I A autenticidade do documento pode ser conferida no site

] "'!I: https://sei.tre-se.jus.br/sei/controlador _externo.php?acao=documento_conferir&id orgao acesso_externo=0
Y 'F'F." informando o cddigo verificador 1788340 ¢ o codigo CRC 4724979B.
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